Policywise Terms & Conditions

By submitting your details, you agree to be contacted by one of our licensed advisers, who will
provide free, no-obligation advice tailored to your insurance needs.

PUBLIC DISCLOSURE

INTRODUCTION
Policywise Limited (FSP715811, trading as Policywise) holds a licence issued by the Financial Markets
Authority to provide financial advice services.

REGISTRATION AND CONTACT INFORMATION
FAP Name:;

FSP #:

Trading Name;

Phone;

Email:

NATURE AND SCOPE OF THE ADVICE
Policywise provides advice to our clients about their Health Insurance, Life insurance and Disability
Insurance.

Our financial advisers provide financial advice in relation to Health Insurance, Life insurance and
Disability Insurance.

We only provide financial advice about products from certain providers, these are as follows:

AlA

Partners Life
Asteron Life
Fidelity Life
Cigna Life
Accuro

Nib

Southern Cross

FEES OR EXPENSES

For Life, Disability and Health insurance, Policywise and the financial adviser receive a fee whichis a
financial remuneration based on the percentage of the amount of premium from the insurance
companies on whose policies we give advice. If you decide to take out insurance, the insurer will pay
a fee to Policywise.

In line with the spirit of professional disclosure below are some guidelines of how we are paid.

Upfront (upon implementation) 10%-230% first year's premium
Ongoing 5-25% subsequent year premium
DEALER GROUPS

Policywise is part of Plus4 Group, remuneration can flow to Policywise from product providers via the
Plus 4 Group, this is based on production of the group as a whole and Policywise. The Business can
also receive other professional services or benefits (related to being a Financial Advice Provider) from
the Plus4 group which help with their operation, training and compliance.

CONFLICTS OF INTEREST

To ensure that our financial advisers prioritise the client's interests above their own, we follow an
advice process that ensures our recommendations are made on the basis of the client's goals and
circumstances. All our financial advisers undergo annual training about how to manage conflicts of
interest. We undertake a compliance audit, and a review of our compliance programme annually by a
professional compliance adviser.

DUTIES INFORMATION


mailto:hello@policywise.co.nz

Policywise and anyone who gives financial advice on our behalf, have duties under the Financial
Markets Conduct Act 2013 relating to the way that we give advice.

We are required to:

e give priority to your interests by taking all reasonable steps to make sure our advice isn't
materially influenced by our own interests
exercise care, diligence, and skill in providing you with advice.
meet standards of competence, knowledge and skill set by the Code of Professional Conduct
for Financial Advice Services (these are designed to make sure that we have the expertise
needed to provide you with advice)

e meet standards of ethical behaviour, conduct and client care set by the Code of Professional
Conduct for Financial Advice Services (these are designed to make sure we treat you as we
should, and give you suitable advice).

This is only a summary of the duties that we have. More information is available by contacting us, or
by visiting the Financial Markets Authority website.

COMPLAINTS PROCESS
For information on our complaints process and dispute resolution scheme, see

PRIVACY POLICY

INTRODUCTION

This privacy policy explains how Policywise Ltd (we, us, our) collects, uses, discloses and protects
personal information. We comply with the Privacy Act (the Act) when dealing with personal
information. Personal information is information about an identifiable individual (a natural person).

A person is not required to provide the personal information that we request but, if that person
chooses not to do so, in many cases we will not be able to provide our services.,

PRIVACY OFFICER
The business has appointed a privacy officer Calum MacLeod the officer.

% Be familiar with the privacy principles in the Privacy Act

< Work to make sure the organisation complies with the Privacy Act

% Deal with any complaints from the organisation's clients about possible privacy breaches
% Deal with requests for access to personal information, or correction of personal information
% Act as the organisation's liaison with the Office of the Privacy Commissioner.

% Train other staff at the organisation to deal with privacy matters

< Advise their organisation on compliance with privacy requirements

« Advise their organisation on the potential privacy impacts of changes to the organisation's
business practices

% Advise their organisation if improving privacy practices might improve the business

“ Be familiar with any other legislation governing what the organisation can and cannot do with

personal information.

The Privacy officer will complete the required training through the Privacy Commission

website.
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HOW WE COLLECT PERSONAL INFORMATION

We collect personal information about an individual from that individual, through contact with us (for
example, in a meeting, or via an email, website), or when we provide services to the individual. We
also collect information from third parties including from clients' related businesses, accountants,
current providers of financial products (including insurers and lenders), medical service providers and
employers. We may also collect personal information from the Accident Compensation Corporation
and credit reporting agencies.

When a person visits our website we may collect information including details of visits to our website
such as traffic data, location data, and website analytics.

This information will be kept in accordance with our records keeping policy.

HOW WE USE PERSONAL INFORMATION


https://www.fma.govt.nz/
https://hubs.ly/H0Jd4TF0
https://privacy.org.nz/privacy-for-agencies/your-obligations/privacy-officers/
https://privacy.org.nz/privacy-for-agencies/your-obligations/privacy-officers/
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< To provide and market our services (and to assist in improving our services);
« Torespond to communications from a client;
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“ To make contact with a client in the future about matters we believe will be of interest;

% In connection with defending, protecting and/or enforcing our legal rights and interests
including defending a complaint, claim or other action;

< To conduct research and statistical analysis (on an anonymised basis);
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« To undertake credit checks on clients (if necessary);
% To comply with our obligations at law and to support us to engage with relevant regulators;
« For any other purpose authorised by our client or the Act.

% To communicate marketing materials to clients.

WHO WE DISCLOSE PERSONAL INFORMATION TO
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Any business that supports provision of our services (including related companies,

information technology service providers, lawyers, accountants);

% Financial product providers in connection with assisting clients to apply for financial products
and services, administer financial products and services, make claims under financial
products, renew, vary, replace or exit/end financial products or services;

« Third parties noted above in order to obtain relevant required information;

% Regulatory bodies including the Financial Markets Authority (whether or not required by law);

% Lawyers and other professionals, and our insurers (and their advisers), in connection with
defending, protecting and/or enforcing our legal rights & interests;

< Debt collection agencies;

% Any other person authorised by the Act or another law.

A business that supports provision of our services may be located outside New Zealand. This may
mean that personal information is held and processed outside New Zealand. We will do our best to
ensure your personal data remains confidential when using an international service or contractor.

COOKIES

We use cookies to record session information. Cookies are small data files that a website host
computer sends to a website user's computer. We may use cookies on this website to help us
remember information you enter, by passing a unique identifier between your PC or device and this
website. The information recorded includes information you input when getting quotes or filing forms,
user-specific information about the pages you visit.

Cookies also provide us with information about how people have interacted with our site so that we
can make improvements to it. They are not harmful to your computer, don't access information on
your hard drive, and are not used by us to store personally identifiable information like card details.
We also use cookies to track users on the site and understand how they are using it. We can then
improve the website by gathering information including where users go, where they leave the
website, and which pages are causing problems.

HOW WE PROTECT PERSONAL INFORMATION
We will take steps that are reasonable in the circumstances to keep personal information safe from
loss and from unauthorised access, use, modification or disclosure.

We have the following policies in place to ensure information is kept securely:
% Records Keeping
“ Information technology, data and security.

ACCESSING AND CORRECTING PERSONAL INFORMATION

Subject to certain grounds for refusal set out in the Act, an individual whose information we hold has
the right to access personal information that we hold and about that individual and to request a
correction to that personal information. The Privacy Officer will be contacted.

INTERNET USE
While we take reasonable steps to maintain secure internet connections, if a person provides us with
personal information over the internet, the provision of that information is at the provider's own risk.

If a person follows a link on our website to another site, the owner of that site will have its own privacy
policy relating to your personal information. We recommend that the site's privacy policy is reviewed
before any personal information is provided.



PHONE CONVERSATIONS

Our business does operate in a very digital environment. A large portion of our interactions with
clients may be done via phone. Policywise records phone conversations with clients for compliance,
audit, and training purposes. These conversations as per the Privacy Act 2020 will be stored securely
and can be accessed by the client when requested as per Principle Six of the Privacy Act.

UPDATES
We may change this policy by uploading a revised policy onto our website. The change will apply
from the date that we upload the revised policy.

TRAINING
As a business we ensure all staff and the privacy officer are trained at least annually on the Privacy
Act 2020 the principles and duties of a privacy officer.

CONTROLS
« External reviews are conducted to ensure the privacy policy is met, aligned policies (Records
keeping and IT)
% Training is conducted in the office.
“ Passive reviews by internal staff.

REPORTING OF PRIVACY BREACH
The Business, Privacy Officer, will undertake an analysis of a privacy complaint to identify if it is serious
and systemic in nature.

Where a privacy breach of this nature occurs (The Business will, in accordance with their obligations
under the Privacy Act) notify the privacy commissioner and the individuals impacted by the breach.

The Business will provide relevant details to the privacy commissioner, including the proposed
handling of complaints

If required, the Business will follow the Privacy Commission's guidance on additional measures that
may be required to be enacted. Tracking of privacy complaints will align with the Business complaint
management policy.

COMPLAINTS DISCLOSURE

We are always looking for ways to improve our service to you. If something has gone wrong, we want
to know.

Please send an email to hello@policywise.co.nz and tell us what has happened and how we can
resolve matters.

If you have any documents or correspondence that will help us understand your complaint, please
attach them to the email.

K2
%

acknowledge your complaint within 1-2 business days
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%

escalate through the formal complaints process and send you a copy of our Complaints

Disclosure document
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gather and evaluate information about your complaint
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%

respond to you within 20 working days

If we cannot agree on how to resolve the complaint;, we will send you a letter of deadlock. You may
then contact Financial Services Complaints Limited (FSCL). FSCL is independent and free for clients
and it is an external dispute resolution scheme approved by the Minister of Consumer Affairs.

FSCLs service does not cost you anything and they will help resolve the complaint.

nline G nt
Downloadable Complaint Form
Email: complaints@fsclorg.nz
Contact #: 0800 347 257
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https://privacy.org.nz/privacy-for-agencies/privacy-breaches/
https://privacy.org.nz/privacy-for-agencies/privacy-breaches/
mailto:hello@policywise.co.nz
https://www.fscl.org.nz/complaints/complaint-form
https://www.fscl.org.nz/sites/all/files/New%20complaints%20form%20-%20final%20copy.%20pdf.pdf
mailto:complaints@fscl.org.nz

< Mail: FSCL, PO Box 5967, Wellington 6140
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